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ADISTEC PROFESSIONAL SERVICES 

FortiSwitch Rapid Deploy 
 

 

DESCRIPTION 
FortiSwitch® Rapid Deploy is a set of activities and procedures that, following industry and 
Fortinet® best practices, help you minimize installation times for FortiSwitch® appliances, 
optimizing configuration and ensuring proper production deployment. Applies to FortiSwitches 
Managed by FortiGate. 

SCOPE OF OUR SERVICE 

 

SERVICE DETAILS 
Mode: On-Line  

Estimated Duration: 20 hours 

 

PART NUMBER 

P/N Description 

APS-FRT-FTSWRD FortiSwitch Rapid Deploy  

 

LIMITATIONS AND OUT OF SCOPE 
The client is responsible for ensuring that the FortiSwitch equipment and any other necessary devices are physically installed and connected 
to the local network and/or WAN.  Adistec will not perform the physical deployment tasks of the equipment and additionally it is required 
that remote access be provided for configuration via the internet. Integration with authentication services, dynamic routing and 
validation/authentication of users by means of digital certificates, tokens or other means is excluded. Configuration of standalone 
FortiSwitches is not included. 

 

Base Configuration 

→ Infrastructure Review 

→ FortiGate Configuration 

o Enable the Switch Controller 
o Configure one (1) FortiLink Interface 
o Configure DHCP for FortiLink 
o Switch Authorization 

Configuration of Switching 
Services 

→ Configuration of up to ten (10) switches 

→ MCLAG Configuration on up to two (2) Core switches (if aplicable) 

→ Configuration of up to ten (10) VLANs 

→ Configuration of up to two (2) trunk ports per switch 

→ Configuration of Port to VLAN Mappings 

→ Configuration of up to five (5) firewall policies for the switch networks 
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